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THE WHITE HOUSE

S o A

WASHINGTON "7

April 25, 1977

MEMORANDUM FOR

SUBJECT:

THE VICE PRESIDENT

THE SECRETARY OF STATE

THE SECRETARY OF DEFENSE

THE ATTORNEY GENERAL

THE DIRECTOR OF CENTRAL INTELLIGENCE

The President has reached the following decisions concerning foreign
intelligence electronic surveillance legislation:

1.

The basic structure of the bill should be as recommended by
the Attorney General's PRM/NSC-11 Subcommittee report and
endorsed by the SCC.

The report's recommendations on jssues 1, 4, 5, 6 and 7 are
accepted as endorsed by the SCC.

Concerning issue 2 in the report, the current electronic
surveillance bill should not cover U.5. persons abroad.
However, a statement should be made at the time of its
introduction that the Department of Justice will proceed to
draft a separate bill to extend legal safeguards to Americans
overseas who are targeted for electronic surveillance for
either intelligence or law enforcement purposes.

Concerning issue 3, warrants will be required for all
electronic surveillance activities conducted within the U.S.
However, the warrant requirement for surveillances directed
against foreign powers will allow for substantially longer
periods of time before reauthorization and application require-
ments will be designed to reduce the amount of sensitive infor-
mation that will be transmitted to the judges (Option C with
Justice Department recommended changes).

The Attorncey General's Subcommittee should now assume responsibility for

introduction of the Administration's bill in Congress and act as a tactical

steering group while the bill is under consideration. Any signilicant propo.

changes to the bill should, however, be rdua

\

/,blgmcw Brzezinski
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To amend title 18, United States Code, to authorize applications
for a court oxrder approving the use of elactronic sur-

veillance to obtain foreign intelligence information.

Be it enacted by the Senate and House of Renresentabivas

of the United States of America in Congress assemblad, That é
this Act may be cited as Ehe "Foreign Intelliigence Surveiilance %
Act of 1977". | :

‘ 3

SEC. 2. Title 18, United States Code, is.amandedvby-. :
adding a new chapter after chapter 119 as follows: ‘g
"Chapter 120. -- ELECTRONIC SURVEILLANCE WITHIN THE UNITED ~ '} ;
N T?éfﬁiﬁg}voa FOREIGN‘Iﬁ%ELLIGENCE PURPOSES v . | é
"Sec. ' %

1"2521. Definitions.

PR TS

12522, Authorization for electronic survsillance fér foreign
intelligence purposes. |

"2523. Designation of judges authorized to graﬁt ordaxrs for
electronic surveillance.

v¥9524 ., Application for an oxder.

'"2525. Issuance of an ordef.

12526. Use bf,information.

17527, Report of electronic surveillance.™

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2



M Approved For Release 2009/09/22L: CIA-RDP80S01268A000200010018-2

- Vg 2521, Definitions
"(a) Except as otherwise provided in this sectiomn the
definitions of section 2510 of this title shall apply to this
chapter.
"(b) As used in this chapter --
(1) 'Foreign power' means --
"(A) a foreign government or any component
thereof, whether or mot recognized by the United
States;
"(Bj a faction of a foreign natiom or mnations,
not substantially composed of United States pexsons;

"(C) an entity, which is openly acknowledged.

by a foreign gove;nment>or governments to be
directed and contfolled-by'such foreign government
or governments;
"(D) a foreign-based terrorist group;
"(E) a foreign-based political 6rganization,
not substantially composed of United States persoms;
- or
“(F) an entity which is directed and controlled
by a foreign governmment or governments.
"(2) 'Agent of a foreign power' means --
"(A) a citizen of the United States or an
alién lawfﬁlly admitted for permanent residenée
(as defined in section 101(a)(20) of the Immigration

and Nationality Act), who --
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"(1) knowingly engages in claundestins
intelligence activities for or on behalf of
a foreign power, or activitiess in furtherance
thereof, [which activities involve or will involve
a violation of the criminal statutes of the |
United States; .

M(ii) knowingly engages in activities that
involve or will involve sabotage or terrorism
for or on behalf of a foreigq_power;

"(iii) knowingly collects or tramsmits infor-
mation or material pursuant to the directiom of
an intelligénce service or intelliigence metwork
of a foreign power in a menmer intended to conceal
the nature of such information or material or
the fact of such transmission or collection,
under circumstances which indicate the trans-
mission of such information or material may be
harmful to the security ox foreign policy of

the United States; or
"(iv) conspires with or knowingly aids

or abets any person engaged in activities

described in subsectiomns A(i)-(iii) above.

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2




Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2

"(B) any person, other than a United States
citizen or an alien lawfully admitted Ffor pPermanent
residence (as defined in section 101(a)(20) of the
Immigration and Nationality Act), who --

"(i) is an officer or emplaoyese of a
foreign power;

"(ii) is engaged in clandestine
intelligence activities or aétiﬁities

that involve or will involve sabotage,

or terrorism for or on behaif of a

" foreign power:; or
"(iid) ébnspires with or knowingly

aids or abets é person described in

paragraph (ii) above or subsecztions

A(L)-(diii).
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"(3) '"Terrorism' means activitiés which --
"(A) are violent acts or acts dangerous to
human 1life which would be criminal under the laws
of the United Statzs or of any State if committed
within its jurisdiction; and
"(8) appear to be intended -~
"(i) to intimidate or coerce the civilian
population, or
"(ii) to influence the policy of a
government by intimidation or coerciou.
"(4) 'Sabotage' means activities which would be
'mﬁrohibited by title fg, United States Code, chapteﬁ 105,
if committed against thie United States.
"(S) 'Foreign intelligence information' means -~-
"(A) information which relates ﬁo, and is
deemed to the ability of the United States
to protect itself against, actual or potential attack

or other grave hostile acts of a foreign power or an

agent of a foreign power;
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1(p) information with respect to a foreign
power or forcign territory, which relates to, and
"(3) the national defensz ox the security

of the Nation; or

"(ii) the successfuluconduct_oﬁ“tha,foreign R

affairs of the United States;
"o information which relates to, and is
deemed to the ability of the United
States to protéct against terrorism by a foreign
power or an agent of a forelgn power;
"(p) information which relates to, and is deemed
‘ (negessary}to the ability of the United States to pro~-
tect against sabgtage by a forelgn powef ox an agentc
of a foreign power; OX
| "(E) inforhation which relates to, and is_deemedv
'to tﬁe ability of the United States to
proteéé against. the clandestiné intelligence ac-
tivities of an intelligence service or network of
a foreign powex OX an agent of a foreign power;
1(6) 'Electronic surveillance' means --
M(pA) the acquisition by an electronic; mechanical,
or other surveillance device of the contents of any

wire or radingggmunication sent by or intended to

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2




(7\

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2

be received by a particular, known United States

gg{gggxin the United States without the consent
of any party thereto, where the contents ave
acquired by intentiomally targeting that United
States person, under circumstances in which 2
warrant would be constitution ally required lf the
survaillance was nok for forsign 1ntelllgence
purposes; |

"(B) the acqﬁisition by an elsctronic,
medhaniéal or other surveillance device, of the

contents of any wire commmication to or from a

person in the United States, WthOLL the consent

okt any party ‘thereto, whare such acqulSlthH oceurs

xn the Unlted States while the communication is

being transmitted by wire;

"(C) the intentiénal acquisition, by an
electronic, mechanical, or other sdrveillance device,
of the conktents of any raa;qmco%fuzig§§1on, without

" the consent of any party thereto, made under civ-
cumstances in which a warrant would be constitu~
tionally required if the surveillance was mnot for

foreign intelligence purposes, and where both

the sender and all 1ntended rec;plents are located

e oo e o et e 8 et et S 2 oo 2 A L T Y AT e

w%?hinmthgwﬂn;pgd Statg§5 or

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2

Ry

et

sim et

oy

s e———r




Approved For Release 2009/09/22 : CIA-RDP8OSO1268A000260010018.-2

"(D) the installation or use of an electromnic,
mechanical, or other survnillance device in the

United States for monltorlnv to acqulre 1nLormatlcn,

other than from a wire ox radlo coumunlcatlon,

under circumstances in which a warrant would be
constitutionally required 1f the surveillance_

was not for forelgn Intelllcence purposas.

= (T 'Attorney General' means the Attorney"Genaral
oE the United States (or Actxng Attorney General) ox an
Assistant Attormey Ganeral speclale d031gnated in

writing by the Attormay ngeral.

"(8) 'Minimization procedures’ means procedurﬂs

which are reasonably de510ned to minimizs the acqulsltlon,

retention, and dlssemunatlon of any 1nfo*mat10n concernlnv
United States pRrsons w1thout their consent that does_  i
not relate to the ability of the United States‘—nt* T"
"(A) to protect itself against actual orAéa-l'
tential attack or other grave hostile écté of/é
foreign power or an agent of a,foreign pdyer; .
"(B) to provide for the national defense or
security of the Nation; | _»
"(C) to provide for the conduct of the foreign

affairs of the United States;
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"(D) to protect against terrorism by a foreigﬁ
power or an agenkt of a foreign power;

"(E) to protect agains:t sabotage by a foreign
powexr or an agent of a forelgn power; oY

“(¥) to protect against the clandestine in-
telligence activities of an intelligence service
or network of a foreign power or an agent of a

foreign power;

and which are reasonably designed to insure that information

which relates solely to the conduct of foreign affairs shall

not be maintained in such a manner as to permit the re-

trieval of such information by reference to a United

States person )
- lwho ﬁés a party to a communication |

acquired pursuant to this chaptexr; and if the target 6f

the electronic surveillance is a foreign power which

qualifies as such solely on the basis that it is an

entity controlled and directed by a foreign government

or governments, and unless there is probable cause to

lbelieve that a substantial numbzr of the officers or

executives of such entity are officers or employees of

a foreign government, or agents of a foreign power as

defined in section 2521(b)(2)(B), procedures which are

reasonably designed to prevent the acquisition, retention,
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and dissemination and to require the expunging of
communications of United States persons who are not
officers or executives of such entity responsible for
those areas of its activities which involve foreign in-
telligence information,

""(9) 'United States person' means a citizen of the
United States, an alien lawfully admitted for permanent
residence (as defined in section 101(a)(20) of the
Immigration and Nationality Act), amn unincorporated association
a substantial number of members of which are citizens’oé
the United States oxr aliens lawfully admitted for permansznt
residence or a corporation which is incorporated in the
United States, but mnot ‘including corporations which éfe
foreign powers.

"(L0) 'United States' when used in a geographic sense
means all areas under the territorial sovereignty of the
United States, the Trust Territory of the Pacific Islands,

and the Panama Canal Zone.
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S 2522, Authorization for electronic surveillance For
foreign intelligence purpcsas
13 , - - .
|Applications for a court order under this chapter
!
are authorized if the President has, by written authorization,

empowered the Attormey General to approve ap lications to._

e e b e i PO e

Federal judges having jurisdiction under section 2523 of this
chapter, and a judge to whom an application is made may grant
an order, in conformity with section 2525 of this chapter,

approving electronlc survelllance of a foreign power or an

e o e b e 2o R PO : 2 T e i Ay

agent of a foreign power for the purpose of ootalnlnOr foreign

et e et o R A E =i

1nte111gence 1nformatlon.

e bt o iy s e PR F I

""§ 2523. Designation of judges authorized to grant orders
for electronic surveillance
"(a) The Chief Justice of the United States shall publicly
designate seven district court judges, each of whom shall have
jurisdiction to hear applications for and grant ovrders approving

electronic surveillance anywhere within the United States under

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2
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tha procedures set forth in this chapter, except that no
judge designated under this subsection shall have jurisdiction
of an application for electronic éurveillance under this
chapter which has been denied previously by another judge
designated under this subsection. If any judge so designated
denies an.application for an order authorizing electronic
surveillance under this chapter, such judge shall provide
immediately for the record a written statement of each reason
for his decision and, on motion of the United States, the
record shall be transmitted, under seal,-to the‘special court
of review established in subsection (b).

"(b) The Chief Justice shall publicly dssignate tﬁree
judges, one of whom shall bé publicly designated as the pre;
siding judge, from the Uﬁited States district courts or courts
of appeals who together shall comprise a spascial court of
review which shall have jurisdiction to review the denial of
any application made under this chapter. If such special
court determines that the application was properly denied,
the special court shall immediately provide for the record
~a written statement of each reason for its decision and,
on petition of the United States for a writ of certiorari,
the record shéll be transmitted under seal to the Supfeme

Court, which shall have jurisdiction to review such decision.

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2
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"(e) Proceedings under this chapter shall be conducted
as expeditiously as possible. The record of proceedingé undar
this chapter, including applications made and or ders granted,
shall be sealed and maintained
under security measures established by the Chief Justice in

consultation with the Attorney General and the Director of Central

———

ngélllaence

"§ 2524, Appllcatlon for an order

'"(a) Each application for an order approving electronic
surveillance under this chapter shall be made by a Federal
officer in writing upon oath or affirmation fo a judge haﬁimg
jurisdiction under secﬁion 2523 of this chapter. Fach appli—

cation shall requlre the .approval of the Attorney General

g e < TP

‘based upon his flnd;ng thdat it satisfies the criteria and
requirements of such application as set forth in this chapter.
Lt shall include the following information -- |

"(1) the 1deq§}§y of the Fe eLal off iﬁfﬁ making

the application;

'"(2) the authorlty _conferred on the applicant by

the President of the United States and the anproval of

 ————

the Attorney General to make the application;

"(3) the identi;yﬁggﬂg»descLL tion of the “g”éii‘" -
- o _”_“””7“'_ ‘._c_u,,". e
target of the electronic surveillance; = =~ ° Qe :

e - ——cee
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1

"(4) a statement of the fzcts and circumstances
relied upon by the applicant to justify his belief that --
"(A) the target of the electronic surveillance

is a foreign power or an agent or a foreign pawer

. e - g L

and

"(B) the facilities or the place at which the
electronic surveillance is directed are being used,
or are about to be'used, by a foreign power or an

agent of a foreign power;

"(5) a statement of the proposed minimization procedures;

"(6) wnoﬂ the ta?gat of tne surveillance is not

T e e v e et s ot o A At R T e e g

a foreign power as defined in section 257l(b)(1)(A),

e——

(B) or (C), a factual description of the nature of the

e M ettt s b= b e o

information sought;
- "(7) a certification or certifications by the
Assistant to. the President for National Security Affairs
or an exeéutive branch official or officials desigﬁated
by the President from among those executive officers em-
ployed in the area of mational security or defense and
éppqinted by the President with the advice and consent of
the Senate --

"(A) that the information sought is foreign

intelligence information;

"(B) that the purposz of the surveillance is

to obtain foreign intelligence information;

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2
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"(c) that such information cannot feasibly
be obtainaed by normal investigative techniques;

"(p) including a designation of the type of
foreign intelligence information being spught ac-
cording to the categories describad in section

2521 (b) (5);

[l

"(E) when the target of the surveillance_is_
not a foreign power, as defimed in seétion 2521
(b)Y (L) (&), (B), or (C), including a statement of
the basis for the certification that --
w(i) the information sought is the
type of foreign intelligence information
designated; and
M(ii) such information cannot feasibly
be obtained by mormal investigative techniques;
"(F) when the target of the surveillance is
a foreign power, as defined in section 2521(b) (1)(A),
(B), or (C), stating the perfod of time for

which the surveillance 1is required to be maintained;

T bttt

.

."(8)'When the target of the survelllance is not
a foréign power, as defined in section 2521 (b)Y (1) (A),
(B), or (C), a statement of the means by which the

surveillance will be effected;
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"(9) a statement of the facts concerning all
previous applicatioﬁs that have been made to any judge
under this chapter involving any of the persons

facilities, or places specified in the application,

and the action taken on each previous application; and
"(10) when the target of the surveillance is mot a

foreign power, as défined in section 2521(b§(1)(A),

(B), or (C), a statement of the period of time for which

the electronic surveillance is required to be maintained.

It the nature of the.intelligence gathering is such that
the approval of the use of electronic surveillance under
this.chapter should not automatically terminate when
‘the described type of -information has first been obtained,
a description of facts supporting the belief that addi-
tional inférmation oF the same type will be obtained
thereafter.
"(B) The Attorney General may require eny other affidavit
or certification from any other officer in connection with
the application.

"(c) The judge may require the applicant to furnish such

other information as may be mnecessary to make the

determinations required by section 2525 of this chapter.
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o 7
g 2525. Issuance of an order

"(a) Upon an application made pursuant to section 2524
of this title, the judge éhall enter an ex parte order as
requested or as modified approving-the electrenic surveillance
if he finds that --

(1) the President has authorized the Attornesy General

L

to approve applications for electronic surveillance for
foreign intelligence information;

"(2) the qEE}icgEiqg*has_been made by a Federal

officer and approved by the Attorney General;
-Licer. PP CLOT

¥(3) on the basis of the facts submitted by the

applicant there is probable cause to believe that -~

"(A) the target of the electronic surveillance is

4 foreiga power of an agent of a'foreign powe and .
| "(B) the facilities or place at which the elec-

tronic surveillance is directed are being used, or

are about to be used, by a foreign power or am agent

Bf'é$féfeiéﬁ_powér§ i |

"(4) the proposed minimizaton procedures meet the
definition of minimization procedures undex section 2521(b)(8)
of this title; -

1(5) the application which has been filed contains

the description and certification or certifications,

IS

specified in sectiom 2524(a)(7) and, if the target

is a United States person, the certification or

certifications are not arbitrary or capricious on

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2
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the basis of the statement made under section

2524 (a)(7) (E):

(b An order approving an eleclronic surveillancs uander

this section shall --
"(1) specify --

"(A) the 1deﬂtLty or a d r‘p;}q?Agg

the target of the electronlc survcltlaqc_;
"(B) the nature and location OTNthQ‘:QS}WlthS

or the place at which the electronic surveillance

will be directed;

"(C) the type of 1nfo:m§5kggrgpgfgg to be
acquired; |

"(D) when‘théytafget of the survsillance is
not a foreign power, és defined in section 2521
(b)) (L)(A), (B), or (C), the means by which the
electronic surveillance will be effected; and

""(E) the period of time.during which the elec-

tronic surveillance is approved; and

"(2) direct --
1(A) that the minimization procedures be
- followed; | .
"(p) that, upon the request of the applicant,
 a specified communication or other common carrier,

landlord, custodiam, contractor, or other specified

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2
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person furnish the applicant fcrthwi
information, facilities. or tachnical zssistance
necessary to accomplish the electronic surveillance
in such mammer as will protact its secrecy and
produce a minimum of interference with the services
that such carrier, landlord, custodian, contractor,
or other person is pfoviding that target of elec-
tronic surveillance; and

"(¢) that the applicant compénsate, at the
prevailing rate, such carrier, lzndlord, custodian,

or other person for furnishing such aid.

"(¢) An order issued under this section may approve an

electronic surveillance not targeted against a foreign power,

e N -

as defined in section 252L(b)(1L)(A), (B), or (C), for the

L S
W st

period necessary.to..achieve.its_purpose, or_ for ninety days,
r_w"‘ . > S e g

whichever is less; an order under this section shall approve

- e e ST e OB

an electronic suryeillance targeted against a foreign power,

AL BRI R o, o aE v-('/np amiry ]

ag defined in section 2521L(b)(1)(A), (B), or (C) for the

perlod specified in the certification required in s section

i < o e AR oo - < piat el ]

e mor A B I b g T

hg S

2524(a)(7)(F), or for (one ;222} whichever is less. Ex-
tensions of an order issued under this chapter may be granted

on the same. ba51s as an original order upon an applicatilon

S

for an extension made in the same manuer
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as required for an original application and after new findings

required by subsection (a) of this section. In connection

with the new findings of probable cause, tha judge may require

the appllcant to submlt Lnformaflon obtainzsd pursuant to Lhn

(RS e

original order or to any previous extensions, or any otber

i, B e el
Bt s e e 2y

information or evidence.as he finds necessary to make such

e g
R s e

new flndlncrs. » B o ) . ___“

B ey

\
"(d) Notwithstanding amny other provision of this chapter
when the Attorney General reasonably determines that --
"(1) an emergeﬁéy gituation exists with respect
to the employment of electronic surveillance to obtain
foreign intelligence information before an order au-
thorizing such surveillance can with due diligence be
obtained, and
"(2) the factual basis for issuance of an order
under this chapter to approve such surveillance exists,
he may authorize the emergency employment of electronic

surveillance if a judge designated pursuant to section 2523

Approved For Release 2009/09/22 : CIA-RDP80S01268A000200010018-2
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of thischapter is informed by the Attorney CGeneral oxr his
designate at the time of such authorization that the decision
has been made to employ emergenéy'electroaic surveillance
and if an application in accordance with this chapter is made
to that judge as soomn as practicable, but not more than
twenty-four hours after the Attormey General authorizes

such acquisition. If the Attornmey General authorizes such
emergency employment 0f electronic surveillande, he shall
require that the minimization procedures required by this
chapter for the issuance of a judicial order be followed. 1In
the absence of a judicial oxder approving.such electronic
surveillance, the surveillance shall terminate when the infor-
‘matioh sought is obtained; when the applicatibn‘for the oxder

is denied, or after the expiration of twenty-four hours from

T caar s

st &

the time of authorization Ey the Attorney Ceneral, whighever

ig earliest. 1In the event that such application for approval is
denied, or in any other case where the electronic surveillance
is terminated without an order having been issued, no infor-
mation bbtained or evidence derived from such surveillance

shall be received in evidence or otherwise disclosed in any
trial, hearing or other proceeding in or‘before any court,

grand jury, department, office, agency, regulatory body,-

legislative committee or other authority of the United States,
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a State or a political subdivision thereof. A denial of

the application made under this subsectlon may be reviewad

as provided in section 2523,

g 2526. Use of information

"(a) Information concerning United States persons
acquired from an electronic surveillance conducted pursuant
" to this chapter may be used and disclosed by Federal
officers and employees only for purposes specified
in section 2521(b)(8)(A)-(F), or for the enforcement.of tha
criminal law. No otherwise privileged communication obtained
in accordance with, or in violation of, the provisions'of this
chapter shall 1bse its privileged.character.

"(b) The minimization procedurss required under this
éhapter shall not preclude the retention end disclosure, for
law enforcemént purposes, of any information which comstitutes
evidence bf a crime if such disclosure is accompanied by a
statement that such evidence, or any information derived
therefrom, may only be used in a criminal proceeding with

the advance authorization of the Attormey General.
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"(e) Whenever the Government intends to enrar into
evidence or otherwise use or disclose in an trial, hearing
or other proceeding in or before any court, departnent
officer, agency, or otﬁer authority of the United Stares
any information obtained or derivea from an electronic -
surveillance, the Government shall priox to the trial
hearing, or other proceeding or at a reasomable time prior
to an effort toso disclose or so use the information or submit
it in evidence mnotify the court in which the information is
to be disclosed or used or, if the informatioﬁ is to be
disclosed or used in or before another authority, shall -
notify a court in the district wherein ths information is
to be so disclosed or so used that the Gb&ernment intei&s'tbiéo digl
n '
notified, or whenever a motion is made pursuant to § 3504
of this title, or any other statute or rule of the Unired
States to suppress evidence on the gfounds that it was ob-
tained or derived from an unlawful electfonic survelllance,
the court, or where the motion is made before anorher autﬁority,
a court‘in the same district as the authority,shall, if
the Govermment by affidavit asserts that an adversary hearin
would damage the national security or the forsign relations
of the United States, review in camera and ex parte ths

application, order, and transcript of the surveillance to
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determine whether the surveillance was authorized and

conducted in a manner that did not violate any richt af
by the Con;titution and statutes of the Unirsd Staces to th=
person aggrieved; providad that, in making thig determination,
the court may disclose to the aggrieved person portions of
the appliéation, order, or transcript only in compelling
situations where the harm to national security is outweighad
by the requirements of due process in tﬁat particular case.
- If the court determines that the electronic surveillance of
the persomn aggrieved was conducted unlawfully, the court shall
suppress that information which was obtained or derived un-
‘lawfully from the electronic surveillance of the person aggrieved.
"(d) If an emergency employment of the electronic

surveillance is authorized under section.ZSZS(d) and a
sdbsequent order approving the surveillance is not obtained,
the judge shall cause to be served on any United States
person naméd in the application and on such other United
States persons subject to electronic surveillancz as the
jﬁdge.may determine in his discretion it is ia the inﬁerest
of justice to serve, notice of --

"(1) the fact of the application;

"(2) the period of the surveillance; aud

"(3) the fact that during the period information

was or was not obtained.
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On an ex parte showing of good causz to the judge the
serving of the notice required by this subsection may be
postponed or suspsnded for a period not to excead ninety

days. Thereafter, on a further ex parte showing o

thy

good

- cause, the court shall forego ordering the serving of the

notice required under this subsection.

"§ 2527. Report of electronic surveillance

"In April of each year, the Attérney General shall -

report to the Admiﬁistrative Office of the United States
Courts and shall transmit to Congress with respect to the

precedl'nCr calendar year --

e b o e e e RS S

and extensions of ordensapprOVLng electronic sur- -
velllance;

1 (2) the number of such ordars and extensions

L P

granted, modified, and denled and
. - P i R s

"(3) the number of such su izveillances tﬁrmlnated
T -
during the precedlng year. - '

fliu&ﬂyﬁi_ ““*fhtti Qk &, A 6 <4¢A /?775 (adaﬁu

ng

"(l) the number of appllcatlons made for orders
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SEC, 3. The provisions of this Act and the amendment
made hereby shall become effective upon enactment: Provided
That, any electronic surveillande approved by the Atterney
General to gather foreign intelligence information shall mnot
be deemed unlawful for failure to follow the procedures of
chapter 120, title 18; United States Code, if that surveillance
is terminated or an order approving that surveillance is
obtained under this chapter withinninety days fbllowing Ehe
designation of the first judge pursuant to section 2523 of

chapter 120, title 18, United States Code.

SEC. 4. Chapter 119 of title 18, United States Code,
is amended as follows: .
(a) Sectiom 2511(L) is amended --

(1) by inserting "or chapter 120 or as otherwise
authorized by a search warrant or order of é'court of
competent jurisdiction," immediately after "'chapter' in
the first sentence;

(2) by inserting a comma and "or, under color of
law, willfully engages in any other form of electronic
surveillance as defined in chapter 120" immediately
before the semicolon in paragraph (a);

(3) by inserting 'or information obtained under
color of law by any other form of electronic survelllance
as defined in chapter 120" immediately after "contents

of any wire or oral communication' in paragraph (c);
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v Anepttimeg M . .
(4) by inserting "or any other form of elactronic
surveillance, as defined in chapter 120," immediately

before °?

“in violation" in paragraph (c);

(5) by imserting “or information obtained under
color of law by any other form of electronic surveil-
lance as defined in chapter 120" immediately after
"any wire or oral communication" in paragrapn (d);
and

- (6) by inserting "or any other form of electronic
surveillance, as defined in chapter 120," immediately
before "in violation" in paragraph (d).

(b) (1) Section 2511(2)(a)(i) is amended by insert-

_ing the words "or radio communication’ after the words

"wire communication' and by inserting the words "or
otherwise acquire" after the word “intercept.!

(2) Section 2511(2)(a)(ii) is ameunded by inserting
the words "or chapter 120" after the second appearance

of the word '"chaptexr,"”

and by striking the period at the
end thereof and adding the following: "or engage in elec-
tronic surveillance, as defined in chapter 120: Provided,

however, That before the information, facilitie

n

, or
technical assistance may be provided, the investigative
or law enforcement officer shall furnish to the officer,

employee, or agency of the carrier either --
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1. signed by the authorizi
(1) an order ° gned by authorizing

judge certifying .hat a court order dlrECtlng

. 5 been issued: or
such assistance h'” _ Los >
. ase of an emer
"(2) in the L ar gency interception

' . " :aillance as ide i
or electronic sur-" provided for in

section 2518(7) 05 this chapter or section 2525(d)

~ a 2 23 T - - &---
of chapter 120, a °SWOFR statzment by the investigative

or law enforcemenb OTFicer certifying that the

appllcable statut'ry requ1ram=nts hava been met,

- and setting forth the

ed and de ing
survnlllance is author? iz i} scr1b1n the facilities

nerlod of time for wnlch the electrcnlc

ration is to ba acqulred Any"-

from which the communic S

zetion b communicat :
violation of this subsé ¥ oé ion Qommﬁn

carrier or an officer employee, or agency thereof, shall

render the carrier lia ule for tbe civil damages provlded

for in section 2520." _ o
(¢) (1) Section 25%1(2)(b) is amended bY Insertlnc

: . 2 engacge in electronlc survelllanc»
the words "or otharwis< oo s

: 1 ar Fhe 1 £ o I
as defined in chapter }20," after ‘the word radiao.

‘} .' - a _ . . . :
(2) Section 2511(~)(c) is amended by inserting the

' ~tronic surveillance, as defined
word "or engage in ele?

. . the words "oral commdnicationV and
in chapter 120," after ar

. . "or such surveillance" after the
by inserting the words -

last word in the parag’ raph and before the period.
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(3) Section 2511(2) is amended by adding at the
end of the section the following provision:

"(e) Notwithstanding any other provisiocn of
this title or sections 605 or 605 of the Communi-
cations Act of 1934, it shall not be unlawful for
an officer, employee, or agent of the United States
in the normal course of his official duty to conduct
electronic surveillance as defined in sectiom 2521
(b) (6) of chapter 120 without a court order for the
sole purpose of:

(i) testing the capability of electwnic
equipment, ﬁrovided that the test period shall
be limited in extent and duration to that
necessary totdetermine the capability of the
equipment, that the content of any communication
acquired under this paragraph shall be retained
and used only for the purpose of determining
the capability of such equipment, shall be
disclosed only to the persons condqcting the
test, and shall be destroyed upon completiqn
of the testing, and that the test may exceed
ninety days only with the prior approval of the

Attorney General; or
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capability of electronic surveillance equipment
being used unlaw ully, provicdad that such
electronic gurveillance shall be limited in
extent and duration to that necessary to
determine the existence and capébility of
such equipment, and that any information
acquired by such surveillances shall be used
only to enforce this chapter or sectiom 605
of the Communications Act of 1934 or td-protectr'l

information from unlawful electronic surveillance.”

(d) Sectiom 2511(3) is repealed; provideﬁ-thaﬁ,
nothing contained in chapter 119 of titlé 18, Unitéd.'
“States Cade, or sectLOﬁ 605 of the Comanvcatlons Act »l
of 1934 (47 U.S.C. § 605) shall be deemed to aELect the
achLSLtlon by the United States Govermment of for elgn-'
;intelligence information from international‘communica-
tions by a means other than electronic surv0111ance\?
as defined in section 2521(b)(6) of title 18, United
State Code, as amended by this Act, and the procedures
in chapters 119 and 120 of title 18, United States Code,
as amended by this Act, shall be the exclusive means
by which electronic surveillance, as defined in.saction :

2521(b)(6) of chapter 120, and the interception. of wire-
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and oral communications, as defined in section 2510
of chapter 119, may be conducted within the United
States. .
(e) Section 2515 is amendzd by inserting the words
"oxr elecbronlc surveillance as defined in chapter 120,
has been made" after the word "interce pted"” and by in-

s Vor informati ained from
serting the words “or other information obt

electronic surveillance, as defined in dhap;er-lZO,"A

1" e et no
after the second appearance of the word ‘gommunlcatlon .

(£) Sectionm 2518(1) 1is &-ﬁnd“d by lnsertlng the
words "uader this chapter" after the word " communlcaticn"

.~ .. (g) Sectiom 2518(4) is amendad by inserting the -

hd

words M"under this chapter' after both appearances of the

. * . 13
words '"wire or oral communicatiom’.

(h) Sectiom 2518(9) is amended by striklnv the word

' h rds Y interce ted ur-
'_"interceptad' and inserting the wo D P

suant to this chapter" after the word "communlcatlon .
(1) Section 2518(10) is amended by striking. the
word nijntercepted” and inserting the Worﬁs lnLercepted

> ' or a £i ce of
pursuant to this chapter' after the first appearance

3 3 11
the word '‘communication’. _ L B
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(3) Section 2519(3) is amended by Inserting the words

. . p . oo
Ppursuant to this chapter" afrer the words "wire or oral

T

T 1t

1 JN. . . 1
communications' and after the words ''granted or denied’ .

(k) Sectiom 2520 is amended by delating all before

! - . - > - - 1! ;
subsection (2) and inserting in lieu thereof: any persom
other than a forelgn power or an agent of a foreign power B

as defimed in sectioms 2521(b)(1) and 2521(b)(2)(B) of ==~ T

|

veillance, as defined in chapter 120, ox whose wire oOr

oral communication has been intercepted, ox about Whom

this chapter, shall (1) have a civil cause of action_
dgainst aﬁy person who''sa acted in violation of this
o - -

chapter and’.

’ “y [T .
. -
ST—
e Cr e P LTI g
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